Zatgcznik nr 1 do Polityki bezpieczeristwa Stowarzyszenia LGD ,,Zielone Sagsiedztwo

INSTRUKCJIA ZARZADZANIA SYSTEMEM
INFORMATYCZNYM
STOWARZYSZENIA LOKALNA GRUPA DZIALANIA
»ZIELONE SASIEDZTWO”

Podstawa prawna

Ustawa z dnia 29 sierpnia 1997 r. o ochronie danych osobowych (t.j. Dz.U. z 2002 r.
Nr 101, poz. 926 z pdzn. zm.) oraz rozporzgdzenie Ministra Spraw Wewnetrznych i
Administracji z dnia 29 kwietnia 2004 r. w sprawie dokumentacji przetwarzania danych
osobowych oraz warunkéw technicznych i organizacyjnych, jakim powinny
odpowiada¢ urzagdzenia i systemy informatyczne stuzgce do przetwarzania danych
osobowych (Dz. U. Nr 100, poz. 1024 z p6zn. zm.)
§1

Przepisy ogdline
1. Instrukcja zarzgdzania systemem informatycznym Stowarzyszenia Lokalna Grupa
Dziatania ,Zielone Sgsiedztwo”, zwana dalej instrukcjg, opisuje sposoby nadawania
uprawnien uzytkownikom, okresla sposob pracy w systemie informatycznym,
procedury zarzgdzania oraz czynnosci majgce wptyw na zapewnienie bezpieczenstwa
systemu informatycznego.

2. Niniejsza instrukcja realizuje ,Polityke bezpieczenstwa przetwarzania danych
osobowych” obowigzujgcg w Stowarzyszeniu Lokalna Grupa Dziatania ,Zielone
Sagsiedztwo”.

§2

Definicje
llekro¢ w niniejszym dokumencie jest mowa o:
- Stowarzyszeniu — nalezy przez to rozumie¢ Stowarzyszenie Lokalna Grupa
Dziatania ,Zielone Sgsiedztwo”,
- Administratorze Danych — nalezy przez to rozumie¢ Prezesa Stowarzyszenia,
- Administratorze Bezpieczenstwa Informacji — nalezy przez to rozumiec
pracownika urzedu wyznaczonego przez Administratora Danych Osobowych
do wdrazania oraz nadzorowania przestrzegania zasad ochrony oraz wymagan
w zakresie ochrony, wynikajgcych z powszechnie obowigzujgcych przepiséw
0 ochronie danych osobowych,
- Administratorze Systemu Informatycznego — nalezy przez to rozumiec
pracownika lub pracownikow informatyki odpowiedzialnych za stosowanie
technicznych i organizacyjnych srodkéw ochrony danych osobowych przetwarzanych
w systemie informatycznym,
- uzytkowniku systemu - nalezy przez to rozumieé osobe upowazniong
do przetwarzania danych osobowych w systemie informatycznym,
- sieci lokalnej — nalezy przez to rozumiec¢ lokalng sie¢ teleinformatyczna,
- sieci Internet — nalezy przez to rozumie¢ publiczng sie¢ telekomunikacyjng
w rozumieniu ustawy Prawo telekomunikacyjne (Dz. U. z 2004 r., Nr 171, poz. 1800, z
pozn. zm.).

§3



Procedury nadawania i zmiany uprawnien do przetwarzania danych

1. Kazdy uzytkownik systemu przed przystgpieniem do przetwarzania danych
osobowych musi zapoznac sie z:
- ustawg z dnia 29 sierpnia 1997 r. o ochronie danych osobowych (Dz. U. z 2002
Nr 101, poz.926 z p6zn. zm.),
- politykg bezpieczenstwa przetwarzania danych osobowych w Stowarzyszeniu
Lokalna Grupa Dziatania ,Zielone Sasiedztwo”,
- niniejszym dokumentem,
oraz posiada¢ upowaznienie do przetwarzania danych osobowych.
2. Zapoznanie sie z powyzszymi informacjami pracownik potwierdza wtasnorecznym
podpisem na oswiadczeniu, ktérego wzér stanowi zatgcznik nr 4 do Polityki
bezpieczenstwa przetwarzania danych osobowych Stowarzyszenia Lokalna Grupa
Dziatania ,Zielone Sgsiedztwo”.
3. Administrator Systemu Informatycznego przyznaje uprawnienia w zakresie dostepu
do systemu informatycznego na podstawie pisemnego upowaznienia (wniosku)
okreslajgcego zakres uprawnien pracownika, ktérego wzor stanowi zatgcznik nr 2.
4. Przyznanie uprawnien w zakresie dostepu do systemu informatycznego polega na
wprowadzeniu do systemu dla kazdego uzytkownika unikalnego identyfikatora, hasta
oraz zakresu dostepnych danych i operaciji.
5. Hasto ustanowione podczas przyznawania uprawnien przez Administratora
Systemu Informatycznego nalezy zmieni¢ na indywidualne podczas pierwszego
logowania sie w systemie.
6. Pracownik ma prawo do wykonywania tylko tych czynnosci, do ktérych zostat
upowazniony.
7. Pracownik ponosi odpowiedzialnos¢ za wszystkie operacje wykonane przy uzyciu
jego identyfikatora i hasta dostepu.
8. W systemie informatycznym stosuje sie uwierzytelnianie dwustopniowe na poziomie
dostepu do systemu operacyjnego i sieci lokalnej oraz dostepu do aplikacji.
9. Odebranie uprawnien pracownikowi nastepuje na pisemny wniosek Prezesa
Stowarzyszenia z podaniem daty oraz przyczyny odebrania uprawnien.
10. Prezesa Stowarzyszenia zobowigzany jest pisemnie informowa¢ Administratora
Bezpieczenstwa Informacji o kazdej zmianie dotyczgcej pracownikow majgcej wptyw
na zakres posiadanych uprawnien w systemie informatycznym.
11. Identyfikator osoby, ktéra utracita uprawnienia do dostepu do danych osobowych
nalezy niezwtocznie zablokowac¢ w systemie informatycznym oraz uniewazni¢ hasto.
12. Administrator Systemu Informatycznego zobowigzany jest do prowadzenia
i ochrony rejestru uzytkownikow i ich uprawnien w systemie informatycznym. Rejestr
stanowi zatgcznik nr 3,

§4

Zasady postugiwania sie hastami

1. Bezposredni dostep do systemu informatycznego moze mie¢ miejsce wytgcznie
po podaniu identyfikatora osoby i wiasciwego hasta.

2. Hasto uzytkownika powinno by¢ zmieniane co najmniej raz w miesigcu.

3. ldentyfikator uzytkownika nie moze by¢ zmieniany bez wyraznej przyczyny,

a po wyrejestrowaniu uzytkownika z systemu informatycznego nie moze zostac
przydzielany innej osobie.

4. Pracownicy sg odpowiedzialni za zachowanie poufnosci swoich identyfikatoréw

i haset.



5. Hasta uzytkownika utrzymuje sie w tajemnicy réwniez po uptywie ich waznosci.
6. Hasto nalezy wprowadzac¢ w sposoéb, ktéry uniemozliwia innym osobom jego
poznanie. W sytuacji, kiedy zachodzi podejrzenie, ze ktos poznat hasto w sposob
nieuprawniony, pracownik zobowigzany jest do natychmiastowej zmiany hasta
i poinformowania o zaistniatym fakcie Administratora Bezpieczenstwa Informacji.
7. Przy wyborze hasta obowigzujg nastepujgce zasady:
- minimalna dtugos¢ hasta - 8 znakow,
- zakazuje sie stosowac: haset, ktére uzytkownik stosowat uprzednio, swojego
identyfikatora w jakiejkolwiek formie, swojego imienia, drugiego imienia,
nazwiska, przezwiska, pseudonimu w jakiejkolwiek formie, imion (w szczegdlnosci
imion 0s6b z najblizszej rodziny), ogdlnie dostepnych informacji o uzytkowniku (numer
telefonu, numer rejestracyjny samochodu, numeru PESEL, itp.)
- nalezy stosowac: hasta zwierajgce kombinacje liter i cyfr, hasta zawierajgce znaki
specjalne: (.,(); @, #, & itp.) o ile system informatyczny i oprogramowanie na to
pozwala,
- zmiany hasfa nie wolno zleca¢ innym osobom.

§5

Procedury rozpoczecia, zawieszenia i zakonczenia pracy w systemie

1. Rozpoczeciem pracy w systemie komputerowym wymaga zalogowania sie
do systemu przy uzyciu indywidualnego identyfikatora oraz hasta dostepu.
2. Przed opuszczeniu stanowiska pracy nalezy zablokowa¢ stacje roboczg
lub wylogowac sie z oprogramowania i systemu operacyjnego.
3. Przed wylgczeniem komputera nalezy bezwzglednie zakonczyé prace
uruchomionych programoéw, wylogowacC sie z systemu operacyjnego i wykonaé
zamkniecie systemu
4. Niedopuszczalne jest wytgczanie komputera przed zamknigciem oprogramowania i
systemu operacyjnego.

§6

Procedury tworzenia kopii zapasowych

1. Za systematyczne przygotowanie kopii bezpieczehstwa odpowiada Administrator
Systemu Informatycznego.

2. Kopie bezpieczenstwa wykonywane sg co najmniej raz w roku.

3. Kopie bezpieczenstwa wykonywane sg na ptytach CD, DVD lub poprzez sie¢ lokalng
na serwerach.

4. Zachowuje sie minimum 20 kopii bezpieczenstwa z poprzednich dni.

5. Dodatkowe zabezpieczenie wszystkich programoéw i danych wykonywane jest

w pierwszym dniu kazdego miesigca w postaci zapisu na ptytach, DVD-R lub tadmach
magnetycznych.

6. W przypadku wykonywania zabezpieczen dtugoterminowych na tasmach
magnetycznych lub ptytach CD/DVD, nos$niki te nalezy co kwartat sprawdzaé¢ pod
katem ich dalszej przydatnosci.

§7
Sposéb, miejsce i okres przechowywania elektronicznych nosnikéw informacji
zawierajgcych dane osobowe oraz wydrukéw.

1. Elektroniczne nosniki informacji:



- dane osobowe w postaci elektronicznej - za wyjgtkiem kopii bezpieczenstwa —
zapisane na dyskietkach, ptytach CD/DVD czy dyskach twardych nie mogg opusci¢
obszaru przetwarzania danych osobowych.

- elektroniczne nosniki informacji sg przechowywane w pokoju stanowigcym obszar
przetwarzania danych osobowych, okreslony w Polityce bezpieczenstwa
przetwarzania danych osobowych, w zamknietej szafie lub metalowych kasetach.

- urzadzenia, dyski lub inne informatyczne nosniki, zawierajgce dane osobowe,
przeznaczone do likwidacji, pozbawia sie wczes$niej zapisu tych danych, a nastepnie
uszkadza sie w sposob mechaniczny.

- elektroniczne nosniki informacji, zawierajgce dane osobowe, nie mogg zosta¢
przekazane innemu podmiotowi nieuprawnionemu do dostepu do tych danych, nawet
po uprzednim usunieciu danych z nosnika.

- urzadzenia, dyski lub inne informatyczne nosniki, zawierajgce dane osobowe,
przeznaczone do naprawy, pozbawia sie przed naprawg zapisu tych danych albo
naprawia sie je pod nadzorem osoby upowaznione;j.

2. Kopie zapasowe.

- Kopie bezpieczenstwa sg przechowywane w szafie w pomieszczeniu na | pietrze
budynku Centrum Kultury i Inicjatyw Lokalnych w Podkowie Lesnej, wynajmowanym
przez Stowarzyszenie Lokalna Grupa Dziatania ,Zielone Sagsiedztwo”.

- Dostep do danych opisanych w punkcie 1 ma Administrator Systemu
Informatycznego oraz upowaznieni pracownicy.

3. Wydruki.

- W przypadku koniecznosci przechowywania wydrukéw zawierajgcych dane osobowe
nalezy je przechowywaé¢ w miejscu uniemozliwiajgcym bezposredni dostep osobom
niepowotanym.

- Pomieszczenie, w ktérym przechowywane sg wydruki robocze musi by¢ nalezycie
zabezpieczone po godzinach pracy.

- Wydruki, ktére zawierajg dane osobowe i sg przeznaczone do usuniecia, nalezy
zniszczy¢ w stopniu uniemozliwiajgcym ich odczytanie.

Sposoéb zabezpieczenia systemu informatycznego przed wirusami i szkodliwym
oprogramowaniem

- Na kazdym stanowisku komputerowym musi by¢ zainstalowane oprogramowanie
antywirusowe z wtgczong ochrong antywirusowsq i antyspyware.
- Kazdy e-mail wptywajgcy na konta pocztowe Stowarzyszenia musi by¢ sprawdzony
pod katem wystepowania wiruséw przez oprogramowanie antywirusowe.
- Bezwzglednie zabrania sie pobierania z sieci Internet plikbw niewiadomego
pochodzenia.
- Administrator Systemu Informatycznego przeprowadza cykliczne kontrole
antywirusowe na wszystkich komputerach - minimum co trzy miesigce.
- Kontrola antywirusowa przeprowadzana jest réwniez na wybranym komputerze
W przypadku zgtoszenia nieprawidtowosci w funkcjonowaniu sprzetu komputerowego
lub oprogramowania.
- W przypadku wykrycia wirusow komputerowych sprawdzane jest stanowisko
komputerowe na ktorym wirusa wykryto oraz wszystkie posiadane przez uzytkownika
nosniki.

§9

Zasady i sposob odnotowywania w systemie informacji o udostepnieniu
danych osobowych



1. Dane osobowe z eksploatowanych systemow mogg by¢ udostepniane wytgcznie
osobom uprawnionym.
2. Udostepnienie danych osobowych nie moze byc¢ realizowane drogg telefoniczna.
3. Aplikacje wykorzystywane do obstugi baz danych osobowych powinny zapewnia¢
odnotowanie informacji o udzielonych odbiorcom danych. Zakres informacji powinien
obejmowac co najmniej: dane odbiorcy, date wydania, zakres udostepnionych danych.
§10

Procedury wykonywania przegladow i konserwacji systemu
1. Przeglady i konserwacja urzgdzen.
- Przeglady i konserwacja urzgdzen wchodzgcych w sktad systemu informatycznego
powinny by¢ wykonywane w terminach okreslonych przez producenta sprzetu.
- Nieprawidtowosci ujawnione w trakcie tych dziatan powinny by¢ niezwtocznie
usuniete, a ich przyczyny przeanalizowane. O fakcie ujawnienia nieprawidtowosci
nalezy zawiadomi¢ Administratora Bezpieczenstwa Informaciji.
2. Przeglad programow i narzedzi programowych.
- Konserwacja baz danych osobowych przeprowadzana jest zgodnie z zaleceniami
tworcow poszczegolnych programéw.
- Administrator Bezpieczenstwa Informacji zobowigzany jest uaktywni¢ mechanizm
zliczania nieudanych prob dostepu do systemu oraz ustawi¢ blokade konta
uzytkownika po wykryciu trzech nieudanych préb, we wszystkich systemach
posiadajgcych takg funkcje.
3. Rejestracja dziatan konserwacyjnych, awarii oraz napraw.
- Administrator Bezpieczenstwa Informacji prowadzi ,,Dziennik systemu
informatycznego”. Wzér i zakres informaciji rejestrowanych w dzienniku
okreslony jest w zatgczniku nr 4.
- Wpisoéw do dziennika moze dokonywac¢ Administrator Danych, Administrator
Bezpieczenstwa Informacji lub osoby przez nich wyznaczone.

§11
Potaczenie do sieci Internet
Potgczenie do sieci Internet jest realizowane poprzez sie¢ lokalng Stowarzyszenia
LGD Zielone Sasiedztwo z zastosowaniem zaawansowanych metod ochrony typu
UTM.



Zatacznik nr 1

do Instrukcji Zarzgdzania
Systemem Informatycznym
Stowarzyszenia Lokalna Grupa
Dziatania ,Zielone Sgsiedztwo”

OSWIADCZENIE

Oswiadczam, ze zapoznatem sie z przepisami dotyczagcymi ochrony danych
osobowych i zobowigzuje sie do przestrzegania:

1. ustawy z dni 29 sierpnia 1997 r. o ochronie danych osobowych (tekst jedn. Dz. U.
z 2002r. Nr 101 poz. 926 z p6zn. zm.),

2. rozporzadzenia Ministra Spraw Wewnetrznych i Administracji z dnia 29 kwietnia
2004 r. w sprawie dokumentacji przetwarzania danych osobowych oraz warunkow
technicznych i organizacyjnych, jakimi powinny odpowiadac¢ urzadzenia i systemy
informatyczne stuzgce do przetwarzania danych osobowych (Dz. U. z 2004 r. nr 100,
poz. 1024),

3. polityki bezpieczenstwa przetwarzania danych osobowych w Stowarzyszeniu
Lokalna Grupa Dziatania ,Zielone Sgsiedztwo”,

4. Instrukcji zarzgdzania systemem informatycznym w Stowarzyszeniu Lokalna Grupa
Dziatania ,Zielone Sgsiedztwo”.

Jednoczesnie w czasie wykonywania swoich obowigzkow stuzbowych zobowigzuje sie
do:

1. zapewnienia ochrony danym osobowym przetwarzanym w zbiorach Stowarzyszenia
Lokalna Grupa Dziatania ,Zielone Sgsiedztwo”, zabezpieczenia przed udostepnianiem
osobom trzecim i nieuprawnionym, zabraniem, uszkodzeniem oraz nieuzasadniong
modyfikacjg lub zniszczeniem,

2. zachowaniem w tajemnicy, takze po ustaniu stosunku pracy lub zaprzestaniu
petnienia funkcji w Stowarzyszeniu, wszelkich informacji dotyczgcych funkcjonowania
systeméw lub urzagdzen stuzgcych do przetwarzania danych osobowych oraz haset
dostepu do tych zbiorow.

Podkowa LeSna, dn. . ... .. ... . ... . . .
(podpis pracownika)



Zatacznik nr 2

do Instrukcji Zarzgdzania
Systemem

Informatycznym
Stowarzyszenia Lokalna Grupa
Dziatania ,Zielone Sgsiedztwo”

WNIOSEKO NADANIE UPRAWNIEN
W SYSTEMIE INFORMATYCZNYM

Rodzaj zmiany w systemie informatycznym:

Nowy uzytkownik O
Modyfikacja uprawnien O
Odebranie uprawnien O

Imie i nazwisko uzytkownika

Opis zakresu uprawnien
uzytkownika w systemie

informatycznym

(Podpis Prezesa Stowarzyszenia) (Akceptacja ABI)



Zatgcznik nr 3

do Instrukcji Zarzadzania
Systemem

Informatycznym
Stowarzyszenia Lokalna Grupa
Dziatania ,Zielone Sgsiedztwo”

EWIDENCJA OSOB UPOWAZNIONYCH DO PRACY W SYSTEMIE
INFORMATYCZNYM ORAZ UPOWAZNIONYCH DO
PRZETWARZANIA DANYCH OSOBOWYCH

L.p. | Nazwisko i Imie¢ | System/aplikacja/zbiér | Data nadania | Data
_ _ . . . |ustania
(identyfikator) danych osobowych upowaznienia
uprawnien
1.
2.




Zatacznik nr 4

do Instrukcji Zarzgdzania
Systemem

Informatycznym
Stowarzyszenia Lokalna Grupa
Dziatania ,Zielone Sgsiedztwo”

DZIENNIK SYSTEMU INFORMATYCZNEGO
STOWARZYSZENIA LOKALNA GRUPA DZIALANIA
»ZIELONE SASIEDZTWO”

Dziennik zawiera opisy wszelkich zdarzen istotnych dla dziatania systemu
Informatycznego, a w szczegdlnosci:

- w przypadku awarii - opis awarii, przyczyna awarii, szkody wynikte na skutek awarii,
SposOb usuniecia awarii, opis systemu po awarii, wnioski;

- w przypadku konserwacji systemu — opis podjetych dziatan, wnioski.

L.p. | Datai godzina | Opis zdarzenia Podjete Podpis

_ dziatania
zdarzenia




Zatgcznik Nr 2 Do Polityki Bezpieczeristwa

w zakresie danych osobowych Stowarzyszenia LGD ,Zielone Sgsiedztwo”

Wykaz os6b upowaznionych do przetwarzania danych osobowych:

Czlonkowie Zarzadu:

1
2
3
4,
5.
6
7
8
9
1

0.

tukasiewicz Anna
Latopolski Tomasz
Karolina Likhtarovich
Skajewska Adriana
Potkanska Barbara
Anna Kurman
Skalski Piotr
Zbigniew Musiatek
Grazyna Nowocien
Arnold Lis

Cztonkowie Rady:

CoNoA~A®ONE

Domaradzka Ewa
Witkowska Alina
Potkanski Tomasz

Butat Jakub

Cieslak Ewa

Agnieszka Wojcierowska
Joanna Pawlikowska
Ewa Chojecka

Milena Wach

. Milena Wyszynska
. Marta Ostrowska

. tukasz Stepien

. Pawet Chmielinski
. Anna Koztowska

Pracownicy biura LGD:

1.
2.

Dabréwka Sylwia
Adriana Skajewska

Elzbieta Budkiewicz, wtasciciel Biura Rachunkowo PROFIT w Podkowie Le$ne;j.



Zatgcznik Nr 3 Do Polityki Bezpieczeristwa

w zakresie danych osobowych Stowarzyszenia LGD ,Zielone Sgsiedztwo”

Ewidencja os6b upowaznionych do przetwarzania danych osobowych

Nr

ew.

Imie i nazwisko
upowaznionego

funkcja

Data nadania
upowaznienia

Data ustania
upowaznienia

Zakres
upowaznienia

Podpis osoby
zatwierdzajgcej nadanie
uprawnien




Zatgcznik Nr 4 Do Polityki Bezpieczeristwa

y

w zakresie danych osobowych Stowarzyszenia LGD ,Zielone Sgsiedztwo”

N EWIAENCY Y. ittt ee —eeea e e e e e e e e s e b e e e e e e e e e s abbnbeeeeeeeesaannnnne

(nadaje Petnomocnik Danych Osobowych) (miejscowo$c) (data)

UPOWAZNIENIE

do przetwarzania danych osobowych

|.Upowazniam Panig/Pana

(nazwa komorki organizacyjnej)
do przetwarzania danych osobowych, w celach zwigzanych z wykonywaniem obowigzkéw na stanowisku:
(zajmowane stanowisko)
oraz do obstugi systemu informatycznego i urzgdzen wchodzacych w jego sktad.
Niniejsze upowaznienie obejmuje przetwarzanie danych osobowych w formie tradycyjnej (kartoteki,
ewidencje, rejestry, spisy itp.*) i elektronicznej, wg wykazu zbioréw podanych w pkt. II.
Il.

Upowazniam Panig/Pana do przetwarzania danych osobowych zawartych w nastepujacych zbiorach:

(podpis Administratora Danych Osobowych)



OSWIADCZENIE PRACOWNIKA

1. Ja nizej podpisana (ny) o$wiadczam, iz:

1. Zostatam (em) przeszkolona (ny) w zakresie ochrony danych osobowych i znana jest mi tres¢ ustawy z dnia 29
sierpnia 1997 r. o ochronie danych osobowych t.j. Dz.U. z 2002 r. nr 101, poz. 926 z p6zn. zm. oraz ,Polityka
Bezpieczenstwa Stowarzyszenia Lokalna Grupa Dziatania ‘Zielone Sasiedztwo’” i wydanych na jej
podstawie ,Instrukcji zarzgdzania systemem informatycznym’.

2. Zobowigzuje sie:

+ zachowa¢ w tajemnicy dane osobowe, z ktérymi zetknetam sie / zetknagtem sie* w trakcie
wykonywania swoich obowigzkéw stuzbowych, zaréwno w czasie trwania stosunku pracy,
jak i po jego ustaniu;

- chroni¢ dane osobowe przed dostepem do nich os6b do tego nieupowaznionych,

zabezpieczaé je przed zniszczeniem i nielegalnym ujawnieniem.
3. Znana jest mi odpowiedzialno$¢ karna za naruszenie ww. ustawy (art. 49-54).
(podpis Petnomocnika Lokalnego Administratora Danych) (data, podpis pracownika)
Uwaga:
- niniejsze upowaznienie zostato sporzgdzone w trzech jednobrzmigcych egzemplarzach — kazdy na prawach
oryginatu, ktére otrzymuja:
1. Osoba upowazniona;
2. Akta osobowe upowaznionego;

3. Administrator Danych Osobowych.



Zalk. nr 4 do Regulaminu Biura Stowarzyszenia
Lokalna Grupa Dziatania ,Zielone Sasiedztwo”

OSWIADCZENIE DLA LGD

zgoda na przetwarzanie danych osobowych

I:I Wyrazam zgode na przetwarzanie moich danych osobowych przez Stowarzyszenie LGD ,,Zielone
Sasiedztwo” dla potrzeb niezbgdnych do realizacji celow LSR, monitoringu i ewaluacji, zgodnie z
Ustawa z dnia 29 sierpnia 1997 roku o Ochronie Danych Osobowych (Dz. U. 2016 r. poz. 922 z p6zn.
zm.).

W zawigzku ze zlozeniem przeze mnie w niniejszym naborze wniosku — operacji 0
dofinansowanie z Osi 4 LEADER w ramach Programu Rozwoju Obszarow Wiejskich (PROW) na
lata 2014-2020, wyrazam zgode na przetwarzanie moich danych osobowych.

[ Przyjmuje¢ do wiadomosci, ze moje dane osobowe przetwarzane bgda przez Instytucje

Zarzadzajaca PROW 2014-2020 oraz Instytucje wykonujace w jej imieniu zadania, a takze przez
Lokalng Grupe Dzialania ,,Zielone Sasiedztwo” z siedzibg w Podkowie Le$nej zgodnie z przepisami
ustawy z dnia 29 sierpnia 1997 r. o ochronie danych osobowych (Dz. U. z 2002 r. nr 101, poz. 926 z
pOzniejszymi zmianami) w celach zwigzanych z realizacja dziatan Programu Rozwoju Obszaréw
Wiejskich na lata 2014-2020.

D Przyjmuje do wiadomosci, iz:
1. Przystuguje mi prawo wgladu do moich danych osobowych oraz do ich poprawiania.

2. Dane podmiotu ubiegajacego si¢ o przyznanie pomocy moga by¢ przetwarzane przez organy
audytowe 1 dochodzeniowe Unii Europejskiej i panstw cztonkowskich dla zabezpieczenia
interesow finansowych Unii.

3. Dane podmiotu ubiegajgcego si¢ 0 przyznanie pomocy oraz kwota pomocy (jezeli dotyczy)
beda publikowane na stronie internetowej www.zielonesasiedztwo.pl

4. Administratorem danych jest LGD Zielone Sgsiedztwo z siedzibg w Podkowie Lesnej ul.
Lilpopa 18, Biuro; Podkowa Le$na ul. Swierkowa 1

5. Podanie danych osobowych jest dobrowolne, niemniej niepodanie danych wskazanych we
wniosku uniemozliwia dalsze procedowanie.

Oswiadczam, iz preferowang forma szybkiej komunikacji w zwigzku z aplikowaniem o $rodki jest:
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http://www.zielonesasiedztwo.pl/

